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Background
The Network for Computational Nanotechnology Cyber 
Platform (NCN CP) is responsible for the operation and 
support of the science gateway nanoHUB.org, serving a 
large scientific community centered around the nanosci-
ence and nanotechnology fields. There are many other 
science gateways, portals, and scientific social networks 
that also serve unique communities such as ours and that 
are also exploring the landscape of scientific software and 
how the related issues impact their communities. Some 
gateways have been discussed in the context of their 
use of grid resources, such as the variety of platforms 
associated with TeraGrid/XSEDE [1]. Gateways such as 
GridChem, LEAD, nanoHUB, and CaBIG were observed 
to share common goals despite serving communities as 
disparate as meteorology and cancer research. Serving 
their communities required having an infrastructure in 
place that allowed the gateways to not only lower barri-
ers in providing access to HPC resources to researchers 
who may not have had that access on their own, but also 
do it in a way that addressed usability for those who may 

be unfamiliar with complex computational infrastruc-
ture and simultaneously serve the needs of a commu-
nity that may include students beginning to learn about 
computation and modeling as well researchers studying 
complex problems. Other infrastructures serve scientific 
communities by functioning under a social network style 
paradigm, such as MyExperiment [2]. The MyExperiment 
platform allows a variety of scientific domains to share 
scientific workflows and other digital objects and drive 
collaboration through that sharing. MyExperiment uti-
lized workshops and feedback to allow the needs of the 
end-users to help focus design decisions. Likewise, they 
developed processes for contributing content that pro-
vided appropriate attribution and protected the rights 
of the content developers, while still promoting sharing 
and allowing ease of contribution. MyExperiment lever-
ages the participation of the community of users who are 
not active contributors through usage data and reviews 
provided back to the community.

The concept of community may be central or periph-
eral to the organization and operation of various science 
gateways. Merriam-Webster defines community as a “body 
of persons of common and especially professional inter-
ests scattered through a larger society.” In the case of 
nanoHUB, we see our community as central to the suc-
cess of our gateway. We have a challenge of supporting a 
variety of community members, with varying viewpoints 
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The science gateway nanoHUB.org, funded by the National Science Foundation (NSF), serves a large sci-
entific community dedicated to research and education in nanotechnology with community-contributed 
simulation codes as well as a vast repository of other materials such as recorded presentations, teaching 
materials, and workshops and courses. Nearly 330,000 users annually access over 4400 items of content 
on nanoHUB, including 343 simulation tools. Arguably the largest nanotechnology facility in the world, 
nanoHUB has led the way not only in providing open access to scientific code in the nanotechnology com-
munity, but also in lowering barriers to the use of that code, by providing a platform where developers 
are able to easily and quickly deploy code written in a variety of languages with user-friendly graphical 
user interfaces and where users can run the latest versions of codes transparently on the grid or other 
powerful resources without ever having to download or update code. Being a leader in open access code 
deployment provides nanoHUB with opportunities and challenges as it meets the current and future needs 
of its community. This paper discusses the experiences of nanoHUB in addressing and adapting to the 
changing landscape of scientific software in ways that best serve its community and meet the needs of 
the largest portion of its user base.
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and needs; as in the case of MyExperiment, generally 
many wish to participate and utilize nanoHUB while a 
significantly smaller subset provide the content critical to 
maintaining a dynamic online facility for that community. 
nanoHUB has a significant ten year history of data and 
experience. nanoHUB users exceed 300,000 annually and 
access a portfolio of over 4400 resources contributed by 
over 1,600 authors, including over 340 simulation tools 
contributed by 441 software authors and developers. Such 
broad use and a large, vibrant community provide contin-
ued opportunities for growth, but careful management of 
policies and processes is necessary to anticipate and meet 
associated challenges.

The nanoHUB Community
The nanoHUB community can be thought of as being 
composed of several overlapping groups of stakehold-
ers. At its core, nanoHUB serves its user community with 
cutting edge tools and learning materials that may be so 
new as to not yet have been presented in textbooks. This 
user community consists of users in both the research and 
educational arenas and benefits from and helps speed the 
transition of research code into use by other researchers 
as well as into the classroom. We have documented the 
rapid transition of research codes into the classroom, on 
average, in less than 6 months from the initial publication 
of the code on nanoHUB [3]. 

A second group served by nanoHUB is the group of 
researchers who themselves are developing code related 
to their scientific research areas. nanoHUB, through its 
easy to use Rappture Development Toolkit [4], allows the 
scientists, with minimal training, to deploy and maintain 
their code in a way that is easily accessible. This approach 
eliminates the “middle man,” a computer scientist previ-
ously required to rebuild and maintain code for use on 
the web, effectively disenfranchising the original author. 
nanoHUB presents the originating scientists with an 
opportunity to share their research products easily and 
continue to stay involved in the ongoing support, main-
tenance, and enhancement of their code, with significant 
and measureable impact.

Lastly, nanoHUB plays an active role in the cyberin-
frastructure community. nanoHUB found such success 
within its own scientific community that the infrastruc-
ture powering it was extracted in order to bring similar 
HUB technology to other scientific areas [4]. The result 
is that nanoHUB now contributes to and benefits from 
development efforts to expand and improve the func-
tionality of the core infrastructure, known as HUBzero. 
The nanoHUB cyberinfrastructure does not operate in a 
vacuum, but rather takes the opportunity to leverage and 
incorporate appropriate technologies, such as Pegasus 
workflow management tools [5, 6], to the benefit of the 
nanoHUB users and tool developers. The nanoHUB and 
HUBzero teams approach incorporation of other exist-
ing technologies as driven by use cases and leveragability. 
When there is a compelling use case and the opportunity 
for extensibility, development work for implementing the 
existing technology is prioritized accordingly.

Opportunities and Challenges
Managing and growing a successful cyberinfrastructure 
such as nanoHUB presents a variety of opportunities and 
challenges, particularly in regard to software. nanoHUB is 
in the somewhat unique position of dealing with issues 
related to two types of software: the open source HUBzero 
software that powers the infrastructure as well as the 
many scientific codes contributed and deployed by the 
nanotechnology community. Over the years, nanoHUB 
has explored several issues related to software deploy-
ment and publishing, including licensing, intellectual 
property, export control, incentives, and quality.

Maximizing Participation Relies on Tolerant Licensing
nanoHUB has repeatedly considered the implications 
of licensing, both with regard to its core HUBzero plat-
form software and with respect to scientific code con-
tributed by its community members. The HUBzero code 
is available through regular open source release under 
the LGPLv3 license. The LGPLv3 license allows academic 
institutions and even commercial entities to use, modify, 
and redistribute this code—even to sell the code or ser-
vices related to using the code—provided that they make 
any changes available to entire community. This has the 
potential to build up an ecosystem around the code, and 
encourages all parties to share their enhancements with 
one another. Because we are using the “lesser” General 
Public License, however, researchers can treat our toolkit 
as a library and keep the analysis tools that they create 
and deploy within the HUBzero framework as proprietary 
code, or license their tools under any other license they 
choose. Developers are encouraged to feed changes back 
to HUBzero, such that they can be considered for the next 
open source release. Other open-source license choices 
were considered, ranging from relatively permissive in the 
case of the Berkeley Software Distribution (BSD) licenses 
to the full General Public License (GPL), which must be 
carried forward in all subsequent derivatives. The LGPLv3 
license and approach lies near the middle of the spectrum 
and was selected in order to encourage open collaboration 
without being overly restrictive. Changes to the platform 
carry the same license, while the developer can license 
new components as they choose. 

Keeping the code closed source did not fit with the 
intended model for the HUBzero platform, because it was 
always intended to allow people to modify and contribute 
to the code. To make matters as simple as possible, the 
HUBzero Foundation owns the code, so that there is one 
copyright holder. The Foundation also acts as the reviewer 
of new code contributions, with an established review 
process in place. To date, about 12 contributions to the 
code have come from outside the HUBzero team, ranging 
from patches to full components. 

A similar context drives how we handle licensing of 
scientific codes on nanoHUB. We believe that a steady 
stream of high quality, open access content is necessary 
to continue to grow and maintain a vibrant community 
and strive to lower barriers to dissemination of content 
on nanoHUB. 
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When an author submits code on nanoHUB, we pro-
vide as much flexibility as possible to them so that they 
can contribute code to the community and still meet 
the requirements of their funding agency, institution, as 
well as their personal intellectual property concerns. In 
general all the codes need to be in an open access form, 
where any nanoHUB user can run and execute the scien-
tific codes via a graphical user interface, much like an app 
on an iPhone, except that the science codes on nanoHUB 
run on remote venues, either at Purdue or on the grid, 
on behalf of the user. We provide an opportunity for con-
tributors to license their code as open source, and have 
found that out of 341 currently published tools, 50 tools 
have utilized an open source license, with their authors 
choosing a variety of flavors of that license, ranging across 
GPL, NCSA, BSD, and LGPL. 

While scientists can and will share their tools with the 
community through the nanoHUB open access policy, the 
above numbers indicate that a requirement by a cyberin-
frastructure such as nanoHUB for contributors to share 
their source code through an open source license would 
drastically and negatively affect the sharing of tools that 
we have seen historically. We believe that the cyberinfrac-
ture can play a role in providing education on the benefits 
and best practices of open source release, but ultimate 
choice of the actual license belongs to the tool authors, fund-
ing agencies, and supporting institutions. As a first step in 
that education process, nanoHUB has updated the word-
ing on the tool submission page to encourage develop-
ers to consider an open source license (Figure 1). We also 

began requiring developers who did not choose to publish 
their tool as open source to provide the reason for their 
choice. Though the developer provides their reasoning in 
free text, reviewing the submissions provides a few main 
reasons for not selecting an open source license including: 
the tool is still under development/review or is still being 
refined, the tool contains code from another developer 
who has not authorized open source, and, in one case, 
the tool was developed to provide an example to students 
who will be writing their own code. Additionally, one 
developer pointed out that although their tool has many 
users, no one had requested the source code, so they felt 
that open access to use the tool was more important to 
their user community than having access to the source 
code. We have also become aware recently that develop-
ers can be confused as to which open source license to 
select and are considering suggesting a recommended 
license that would suit the needs of the largest group of 
our developers.

World Complexities Demand Flexible Software Access
Another issue nanoHUB has needed to consider is related 
to restrictions regarding export control. The content 
authors carry the responsibility of knowing whether 
there are any export restrictions on the code they deploy 
on nanoHUB. Our contribution process allows them to 
restrict access to their code accordingly, allowing the 
choice of full access, restriction to US users only, restric-
tion to non-D1 nations, or in the case of commercial soft-
ware that may be licensed only to a particular set of users, 

Figure 1: Before a developer can publish a tool, they must confirm the license for their tool. This text encourages 
selecting open source, provides several reasons to do so, and requires the developer to provide a reason for choosing 
closed source.
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licensing to particular groups. Of the 343 tools currently 
published on nanoHUB, 8 are restricted to US users, 6 are 
restricted to non-D1 nations, 2 are restricted to Purdue 
users, and 8 are restricted to a particular group of users. 
The remaining tools are open access. While the majority of 
tools are open access, we maintain that the above choices 
allow us to support the greatest number of users with the 
greatest number of tools, which allowing contributors to 
control access in a way that meets any institutional, fund-
ing agency, or commercial requirements.

Incentives and Low Barriers to Participation Keep 
the Content Pipeline Flowing
A last set of considerations revolves around incentivizing 
contributions while maintaining quality. As mentioned 
above, we strive to lower barriers to contribution in order 
to maintain a steady flow of content to our community. 
However, we must balance the ease of contribution with 
maintaining a level of quality in our contributed software. 
Software contributors are strongly encouraged to provide 
at least minimal documentation, such as a first time user 
guide as well as scholarly publications that support the 
scientific approach and content of the code. nanoHUB 
also provides a mechanism for developers to create regres-
sion testing suites for their code, such that code revisions 
can be vetted against these tests. 

With over ten years of experience in hosting scientific 
tools, the nanoHUB team has concluded that the user 
community can be a strong partner in crowd-sourcing 
quality control. Through open, transparent mechanisms 
such as reviews, question and answer forums, wishlists, 
citation counts, and usage statistics, it is easy for users 
to see which tools are actively used and maintained, and 
the highest quality tools are allowed to bubble to the top. 
These same mechanisms provide an incentive for authors 

to contribute and maintain their codes, providing both a 
heartbeat of the quality and usefulness of a particular tool 
as well as quantifiable measure of the tool and author’s 
impact on the scientific community. See for example 
Figure 2, which shows the snapshot view of the very pop-
ular tool “Bandstructure Lab” on nanoHUB.org. This tool 
[7, 8], like any other published tool, has a digital object 
identifier that can be cited in scientific publications. 
Lastly, we take the view, as do most tool authors, of the 
tools as a formal publication, which carries the author’s 
name publicly. It is therefore in the responsible author’s 
interest to deliver high quality material. Additionally, 
nanoHUB has an established procedure for identifying 
and vetting citations to nanoHUB tools and resources in 
the scientific literature [9] and provides that data with 
each tool or resource. Currently, 118 nanoHUB tools have 
been cited at least once, but only 14 tools have been cited 
10 or more times. We intend to further study the rela-
tionship between usage, citation, and licensing choices 
to determine what correlations exist and whether any of 
these factors significantly influence the others. 

Conclusions
At the vanguard of the science gateway community, nano-
HUB has established itself as a leader both in hosting of 
scientific code and development of a production-level, 
open source cyberinfrastructure platform. The nanoHUB 
team continuously considers and adapts to the rapidly 
evolving challenges facing the scientific and software 
community. We have found that a flexible approach safe-
guarding the rights and concerns of software authors 
while striving to quickly bring quality codes to a larger 
audience leads to the best potential for accelerating the 
transition of research from the labs and the scientists to 
the classroom and the greater scientific community. 
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